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1. Host Website for EuReCa One Data Submission from Participating Countries 

The host website for EuReCa One data submission is www.eureca-one.eu.  

The website is hosted on a physical server which in turn is hosted in the German 

data centre of the provider Hetzner Online AG. 

(http://www.hetzner.de/en/hosting/unternehmen/rechenzentrum )  

This dedicated server is under the exclusive control of the Professional Association 

of German Anaesthesiologists (BDA) and the German Society of Anaesthesiology 

and Intensive Care Medicine (DGAI).  

 

2. Communication Security Protocol 

The website will support communication via Transport Layer Security (TLS) and the 

corresponding browser protocol ‘https’ using a certificate issued by the certificate 

authority Thawte Inc. ( https://www.thawte.com ). 

 

3. User Access Security 

The National Coordinators (NCs) of EuReCa One will be provided with personal login 

credentials, allowing access to a protected area dedicated to each participating 

country where data can be uploaded.  

 

4. Data pool access security 

NCs identified by their login credentials will be able to upload data to their dedicated 

protected area, which is accessible by the NCs and the EuReCa One Study 

Management Team. Each NC will have only have access to their own country’s data. 

Access to other countries’ data will not be permitted.  

	  


